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DETAILED ACTION
Drawings

1. The drawings submitted by applicant on 11/28/2001 are accepted by the
Examiher. |

Claim Rejections - 35 USC § 102
2. The following is a quotation of the appropriate paragraphs of 35 U.S.C. 102. that

form the basis for the rejections under this section made in this Office action:

A 'person shall be entitled to a patent unless —

(e) the invention was described in (1) an application for patent, published under section 122(b), by
ancther filed in the United States before the invention by the applicant for patent or (2) a patent
granted on an application for patent by another filed in the United States before the invention by the
applicant for patent, except that an international application filed under the treaty defined in section
351(a) shall have the effects for purposes of this subsection of an application filed in the United States
only if the international application designated the United States and was published under Article 21(2)
of such treaty in the English language.

3. Claims are 19-23 rejected under 35 U.S.C. 102(e) as being unpatentable by
Sipman et al., U.S. Patent No. 6,889325 (reference A in attached PTO-892).

4. As per claim 19, Sipman et al. teach a system for transaction approval,
comprising: ’

a clearing agency for the transabtion approval; the clearing agency having a
function to request for usér authorization (see Fig.1; where transaction server also act
as a clearing agency and approves transaction processing after verifying authenticity of
users and has network capability to request for user authorization);

means for communicatidn, operatively coupled to the clearing agency (see Fig. 1;

column 5, lines 12-16; where participating parties are connected by data network, i.e.,
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Internet and traﬁsaction server is connected to financial institutions through Virtual
Private Network (VPN)).

means for user authorization, adapted to be operatively coupled to the means for _
communication (see Fig. 4; Fig. 8; column 7, lines 10-30; where users submits request
for authentication to transaction server; transaction sever processes request for
authentication by comparing information stored in the profiles 4and receives verification
or authorization from the transaction server).

5 As per claim 20, Sipman et al. teach claim 19 as 'described above.

Sipman et al. further teach the system, wherein the clearing agency comprises

at least one server selected from the group consisting of an application server, a
web server, and a database server (see Fig. 1; column 5, lines 9-11; where trusted data
processing‘system is a transaction server designated as “1"’).

6. As per claim 21, Sipman et al. teach claim 19 as described al;ove.

Sipmah et al. further teach the system, wherein the clearihg agency comprises:

a function to determine whether a trusted transaction is elected (See Fig.1;
where customer has choice to select use of transaction server or not during purchase of
goods/services from the supplier)

7. As per claim 22, Sipman et al. teach claim 19 as described above.

Siphan et al. further teach the system, further éomprising:

a machine at a transaction site, the machine being operatively coupled to the
means for communication (see Fig. 1; column 36-48)

8. As per claim 22, Sipman et al. teach claim 22 as described above.
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Sipman et al. further teach the system of claim 22, wherein

the machine is one selected from the group consisting of an automatic teller
machine, a credit card reader, and a debit card reader (see Fig. 1; column 5, lines 12-
15; where transaction occurs at internet and computer can read crédit card or debit card

when purchased online).

Claim Rejections - 35 USC § 103
9. The following is a quotation of 35 U.S.C. 103(a) which forms the basis for all

obviousness rejections set forth in this Office action:

(a) A patent may not be obtained though the invention is not identically disclosed or described as set
forth in section 102 of this title, if the differences between the subject matter sought to be patented and
the prior art are such that the subject matter as a whole would have been obvious at the time the
invention was made to a person having ordinary skill in the art to which said subject matter pertains.
Patentability shall not be negatived by the manner in which the invention was made.

10.  Claims 1-18 are rejected under 35 U.S.C. 103(a) as being unpatentable over
Sipman et al., U..S. Patent No. 6,889325 (reference A in attached PTO-892) in view of
Pearson et al., U.S. Pub No. 2002/0023032 (reference B in attached PTO-892). |
11. As per claim 1, Sipman et al.' teach a method for transaction approval,
comprising:

submitting a transacfio'n approval request from a transaction site to a clearing
agency (see Fig. 9; Column 10, lines 66-67, column 1-5; where customer negotiate
purchése in an Internet environment and transmits.invoice to the transaction server for
its verification and approval);

sending a response to the transaction approval request from the clearing agency

to the transaction site (see Fig. 9; column 11, lines 44-58); and
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Sipman et al. do not teach submitting a user authorization request from the

clearing agency to a user device and receiving a response to the user authorization
. request. |

Pearson et al. teach submitting a user authorizatian request from the clearing
agency to a user device and receiving a response to the user authorization request (see
page 1, paragraph [0005], [0014]).

Therefore, it would be prima facie obvious to one of ordinary Skl" in the art at the
time of the invention was allow submitting a user authorization request from the clearing
agency to a user device and receiving a response to the user authorization request of
Sipman et al. because Pearson et al. teach submitting a user authorization request from
tha clearing agency to a user device and receiving a response to the user authorization
request would prevenf various types of software attacks on the system and additionally
there is a danger that the merchaat may cheat the customer out of money by putting
through too much money or putting through transaction twice (Pearson et al., page 1,
paragraph [0002]).

12.  As per claim 2, Sipman et al. in view of Pearson et al. teach claim 1 as described
above.

Sipman et al. further teach the method, wherein the user device comprises:

" at least one selected from a telephone, a wireless phone, a personal digital
assistant, a pager, an internet appliance, and a computer (see column 6, lines 44-46;
where user device include workstation at office, cybercafe, and a Personal Digital

Assistant(PDA) with mobile phone function attached).
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13. As per claim 3, Sipman et al. in view of Pearson et al. teach claim 1as
described above.

Sipman et al. further teach the method, wherein the response to the user
;authentication request comprises:

| one selected from the group consisting of approval, denial, fraud, and a default

response (see Fig 4; Fig. 8; where authentication request from first and second party
" sent to transaction server; approval, denial and fraud response from transaction server
depends upon matching of profile saved in the server to that sent by the corresponding
parties requesting authentication). |
14. As 'pe‘r claim 4, Sipman et al. in view of Pearson et al. teach claim 1 as
described above.

Sipman et al. further teach the method, wherein

the submitting a user authentication request and the receiving a response to the
user authorization aré via_wireless communications (see Fig. 4; Fig. 8; column 6, lines
45-46: where PDA with mobile phone function attached would enable wireless
communication).
15.  As per claim 5, Sipman et al. in view of Pearson et al. teach claim 1 as described
above.

Sipman et al. further teach the method, wherein the clearing agency comprises
at least one server selected from the group consisting of an application server, a web
server, and a database server (see Fig. 1; coluhn 5, lines 9-11; where trusted data

processing system is a transaction server designated as “1”).
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16. As per claim 6, Sipman et al. in view of Pearson et al. teach claim 5 as
described above.

Sipman et al. further teach the method, wherein the database server comprises
a database having therein information on a selected manner by which to submit the
user authentication request (see Fig. 2; Fig. 4; column 1, lines 50-55; column, lines 30-
42; where trénsaction server storesbprofiles of parties wishing to use services; profiles
contains data'necessary to provide data integrity, data authentication, authentication of
parties, confidentiality or sensitive data privacy and irrefutability).
17. As per claim 7, Sipman et al. in view of Pearson et al. teach claim 6 as
described above. Shipman et al. further teach the method, whefein

the database is a relational database (see Fig. 4; Fig. 8; where transaction server
is a trusted data processing system that maintains profiles of consumer and vendors;
verification of parties requires matcﬁing information supplied by parties through token to
its séved profile in the database which Examiner interprets, required use of relational
database model).
18. | As per claim 8, Sipman et al. in view of Pearson et al. teach claim 6 as
described abbve. |

Sipman et al. further teach the method, further comprising:

querying a database for the selected manner by which to submit the user
authenticati'on request (see Fig.4; Figs. 8-11; whére different user authentication
service request is made to database of transaction server such as authentication of

parties, payment authorization request, telebanking transactions, exchange of
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marketing information between parties and request to access to certain service
provider).
19. As per claim 9, Sipman et al. in teach a method for transaction approval,
comprising:

submitting a transaction approval request from a transaction site to a clearing
- agency (see Fig. 9; Column 10, lines 66-67, column 1-5; where customer negotiate
purchase in an Internet environment and transmits invoice to the transaction server for
its verification and approval);

querying a database for a selected manner by which to submit a user

authentication request (see Fig. 8; column 7, lines }1 0-30; where users submits
request for authentication to transaction server; transaction sever processes request for
authentication by comparing information stored in the profiles and receives verification
or authentication from the transaction server);

sending a response to the transaction approval request from the clearing agency
to the transaction site (see Fig. 9; column 11, lines 44-58; where transaction server
send authorization or approval to transaction site, e.g., internet site where customer is
purchasing goods/services from a vendor); and

Sipman et al. do not teach submitting a user authorization request from the

clearing agency to a user device and receiving a response to the user authorization

request.
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Pearson et al. teach submitting a user authorization request from the clearing
agency to a user device and receiving a response to the user authorizatien request (see
page 1 paragraph [0005], [0014]).

Therefore it would be prima facie obwous to one of ordinary skill in the art at the
time of the invention was allow submitting a user authorization request from the clearing
agency to a user device and receiving a response to the user authorization request of
Sipman et al. because Pearson etal. teach submitting a user authorization request from
the clearing agency to a user devrce and receiving a response to the user authorization
request would prevent various types of software attacks on the system and additionally
:here is a danger that the merchant may cheaf the customer out of money by putting
through too much money or putting through transaction twice (Pearson et al., page 1,
paragraph [0002]).

20. As per claim 10, Sipman et al. teach a method for transaction approval,
comprising:

submitting a transaction approval request from a transaction siteto a clearing
agency (eee Fig. 9; Column 10, lines 66-67, column-1-5; where customer negotiate
purchase in an Internet environment and transmits invoice to thé transaction server for
its verification and approval); |

determining whether a trusted transaction is elected (see Fig. 4; column 1, lines
50-53; where trusted transaction required all participants registered with transaction

server with a profile; customer have choice to purchase without using trusted

transaction);
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sending a response to the transaction approval request from the clearing agency
to the transaction site (see Fig. 9; column 11, lines 44-58; where transaction server
send authorization to .transact}ion site, e.g., internet site where customer is purchasing
goods/services from.a vendor).

Sipman et al. do not teach submitting a user authorization request from the

clearing agency to a user device, if a trusted transaction is determined to be elected;

receiving a response to the user authorization request from the user device, if the user

authentication request was submitted.

Pearson et al. submitting a user authorization request from the clearing agency
to a user device; receiving a response to the user authorization request from the user
device, if the user authentication request was submitted (see page 1, paragraph [0005],
[0014])).

Therefore, it would be prima facie obvious to one of ordinary skill in the art at the
time of the invention was allow submitting a user authorization request from the clearing
agency to a user device and receiving a response to the user authorization request of
Sipman et al. because Pearson et al. teach submitting a user authorization request from
the clearing agency to a user device and receiving a response to the user authorization
request would prevent various types of software attacks on the system and additionally
there is a danger that the merchant may cheat the customer oui of money by putting‘
through'too much money or putting through transaction twicé (Pearson et al., page 1,

paragraph [0002]).
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- 21. As per claim 11, Sipman et al. in view of Pearson et al. teach claim 10 as
described above.

Sipman et al. further teach the method, wherein the user device comprises
at least ene selected from the group consisting of a telephone, a wireless phone, a
personal digital assistant, a pager, an internet appliance, and a computer (see column
6 lines 44-46; where user device include workstation at office, cybercafe, and a
Personal Digital Assistar\t(PDA) with mobile phone function attached).
22.  As per claim 12, Sipman et al. teach a system for transaction approval,
comprising

a clearing agency for the transaction approval; a network, operatively coupled to
the clearing agency; and a user device adapted to be operatively eoupled to the network
for trusted transaction approval (see Fig. 1; Fig. 9; where transaction server as a
clearing agency authorizes transaction requested by customer/supplier in the network
operatively coupled to user devices).

Sipman et al. do not teach the clearing aqencv having a function to request for

user authorization.

Pearson et al. teach the clearing ageney having a function te request for user
authorization (see page 1, paragraph [0005], [0014]).

Therefore it would be prima facie obvious to one of ordinary skill in the art at the
time of the invention was allow the clearing agency having a function to request for user
authorization of Sipman et al. because Pearson et al. teach the clearing agency having

a function to request for user authorization would prevent various types of software
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attacks on the syétem and additionally, there is a danger that the‘merchant may cheat
the customer out of money by putting through too much money or putting through
transaction twice (Pearson et al., page 1, paragraph [0002]).
23. As per claim 13, Sipman et al. in view of Pearson et al. teach claim 12 as
described above.

Sipman et al. further teach the system, wherein the clearing agency comprises

at least one server selected from the group consisting of an application server, a
web server, and a database server (see Fig. 1; column 5, lines 9-11; where trusted data
processing system is a transaction server that stores profiles if its users).
24.  As per claim 14, Sipman et al. in view of Pearson et al. teach claim 12 as
described above.

Sipman et al. further teach the system, wherein the user device comprises

one selected from the group consisting of a wireless phone, a personal digital
assistant, an internet appliance, and a computer (see column 6, lines 44-46; where user
device include workstaﬁon at office, cybercafe, and a Personal Digital Assistént(RDA)
with mobile phone fu‘nction attached).
25. As per claim 15, Sipman et al. in viéw of Pearson et al. teach claim 12 as .
described above.

Sipman ét al. further teach the system, wherein

the user device comprises a limited-resource device (user device such as PDA

has limited resource in terms computational resources such as memory, storage space
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and/or data processing capabilities particularly in compafison to other computational
devices such as personal computers, for example).

26. As per claim 16, Sipman et al. in view of Pearson et al. teach claim 12 as
described above.

Sipman et al. further teach the system, wherein the network comprises

one selected from the group consisting of Internét, a virtual private network, a
telephone network, a radio link, a satellite link, and a pri\)ate network (see Fig. 1;
column 5, lines 11-12; where participating partieé are connected through Internet and
payment network is through Virtual Private Network(VPN)).

27. As per claim 17, Sipman et al. in view of Pearson et al. teach claim 12 as
described above.

Sipman et al. further teach the system, further comprising:

a machine at a transaction site operatively coupled to the network (see column 6,
lines 37-46; where transaction site is equipped with standard configured/personalized
means for performing transactions; machine such as computer and a Personal Digital
Assistant(PDA) with mobile phone function attached is available for other location).
28.  As per claim 18, Sipman et al. in view of Peérsoh et al. teach claim 17 as
described above.

Sipman et al. further teach the system, wherein the machine comprise

one selected from the group consisting of an automatic teller machine, a credit

card reader, and a debit card reader (see Fig. 1; column 5, lines 12-15; where
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transaction occurs at internet and computer can read credit card or debit card when

purchased online).

Conclusion
29. The prior art maae of record and not relied upon is considered pertinent to
applicant’s disclosures. The following are pertinent to current invention, though not
relied upon:
. Feisher, David P. (U.S. Pub. No. 2002/0010679) teach information record

infrastructure, system and method.

Fisher et al. (U.S. Pub No. 2003/0126094) teach Persistent dynamic payment
method. |

Gidron et al. (U.S. Pub No. 2002/0142760) teach system and method for
aggregation of user applications for limited-resource devices.

Any inquiry concerning this communication or earlier communications from
the examiner should be directed to Bijendra K. Shrestha whose telephone number is
(571)270-1374. The examiner can normally be reached on Monday - Friday, 7:30 a.m -
5 p.m, 2nd Friday OFF. '

If attempts to reach the examiner by telephone are unsuccessful, the examiner’s
supervisor, Patrick Nolan can be reached on (571 )270-1358. The fax phone number for

the organization where this application or proceeding is assigned is 571-273-8300.
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Information regarding the status of an.application may be obtained from the

~ Patent Application Information Retrieval (PAIR) system. Status information for
published applications may be obtained from either Private PAIR or Public PAIR.
Status information for unpublished applications is available through Private PAIR only.
For more information about the PAIR system, see http:/pair-direct.uspto.gov. Should
you have questions on access to the Private PAIR system, contact the Electronic
Business Center (EBC) at 866-217-9197 (toll-free). If you would like assistance from a
USPTO Customer Service Representative or access to the automated information

system, call 800-786-9199 (IN USA OR CANADA) or 571-272-1000.
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